
Epividian uses an adaptive multi-factor framework to support the strongest possible authentication in order to 
obtain access to our applications.  All users are required to use multi-factor by default to access the Epividian
CHORUS portal and mobile app.     

Epividian requires two-factor authentication using 
a time-based one-time-password algorithm 
delivered through an authenticator app, such as 
Google or Microsoft, or delivered to the user via 
SMS. Two-factor authentication is required for all 
password changes and is required on login 
attempts exceeding 31 days or when the system 
detects access originating from an IP address, 
computer, and/or browser not previously used to 
access the CHORUS portal within a 31-day period.




